How do |l...

Prepare my Apple Devices for

Multifactor

Compatible Devices:
e Mobile:
e iOS 12.0 or later for iPhone and iPad
e iOS 11.0 or later for iPad Pro
e 5SE and 6 are incompatible.
e Desktop/Laptop:
e macOS 10.13 High Sierra and later
(including Mojave and Catalina)
e Outlook 2016 and above

Version Checking Computing
Device:

1. Click on the Apple menu and select About.

V| Finder File Edit View
~ About This Mac

Software Update...
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System Preferences...
Dock >

Recent Items »
Force Quit Finder N {®Y
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Sleep
Restart...
Shut Down...

Log Out User

2. Take note of your Mac operating system
version. In this example, it’s Version 10.15
(19A583).

[ ] m Displays  Storage

macOS Catalina

Version 10.15 (19A583)
MacBook Pro (15-inch, 2017)
Processor 2.8 GHz Quad-Core Intel Core i7
Memory 16 GB 2133 MHz LPDDR3
Graphics Radeon Pro 665 2 GB

Intel HD Graphics 630 1536 MB

Serial Number X01XXOXXXX1X

System Report... Software Update...

Version Checking Mobile
Device:

1. Click Settings.
|||\ ||||'II"‘ 2

Calendar Photos-

2. Click General > About.

Screen Time
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Handoff & Suggested Apps

Siri & Search

3. Take note of your iPhone/iPad operating
system version. In this example, it’s Version
13.4.1.
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Install MS Outlook on Mobile:

1. Install and register for Duo.

2. Open the App Store.

3. Search for Outlook and select Get > Install.

m Store

Microsoft Qutlook - email (4
and calendar
Microsoft Corporation

Offers Apple Watch App

4. Sign in with your Apple ID.

Cancel App Store

5. Click Open when the app completes
installation.

¢ Back

Microsoft Outlook - email
and calendar
Microsoft Corporatic

6. Select Get Started
on the Home screen.

Outlook

7. On the Get Notified screen, select the
options (email, calendar invitations, etc.) for
which you would like to be notified.

8. On the Add Email Account screen, enter
your @cuanschutz.edu or @ucdenver.edu email
address and select Add Account.

Add Account

yourname@yourdomain.com

Add Account

9. On the Office 365 sign-in screen, sign in to
your campus email.

10. Authenticate to your email account using
the campuses’ Duo Authentication app (should
already be installed on your mobile device).

11. Respond to requests for additional setup
options.

12. You should now see your campus email
begin to sync to your iOS device.
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Install MS Outlook on 4. Open MS Outlook.
Computlng De‘"ce: 5. On the Outlook menu, click Preferences >
Accounts.
1. Login into Office.com with your @ucdenver.
edu or @cuanschutz.edu email address to 6. Select Add Email Account.

access the MS 365 suite of applications. —
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2. Se|eCt Install Ofﬁce > Oiﬁce 365 apps. Walcome to Outhok
Please note that you will need to install the

full MS Office 365 suite of applications to your
desktop.

Office 365 apps
[ il Includes Outlook, OneDrive for Business,
’ Word, Excel, PowerPoint, and more.

7. Type your @cuanschutz.edu or @ucdenver.
edu email address and click Continue.

3. Follow the prompts to complete the C R
installation.

Opening OfficeSetup.exe
Just a few more steps... X

Plaasa eter your email adoess
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Install MS Outlook on 10. MS Outlook will automatically sync to your

. . Outlook for MS 365 email account. Click Done.
Computing Device, cont:

8. You will be taken to the campus’ signin °
page. Sign in with your network username and
password (not your university email address).

[wow 1

Did you know?

Outlook Cloud accounts.
@j’ Denver | Anschutz
Add Another Account

Done

vl Get Outlook for iOS & Android

Web login
e 11. You have successfully completed the
P installation and your university credentials are

configured.

edu

hutz.edu

Method: ~ User Name and Password <]

@} Denver | Anschutz Choose an authentication method User name:  denver.anschutz@cuanschutz.edu

What is this? O
Need help?

Password:

[4] Duo Push recommenpED

Q) call Me

[5 Passcode

Technology Links:

CU Secure and Multi-Factor Authentication
(MFA)

How to Install and Register for Duo

Duo Authentication Secure Website
Microsoft 365 Page

Microsoft 365 and Duo Security Supported
Clients and Browsers
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